
 

 

Summit protects its customers’ assets. 

 

Background: 

Due to rapid and massive growth in cybercrimes and landscape advanced threats, STS is growing 

in cyber security sector to meet the market needs and satisfy customers through providing 

efficient solutions and technologies. 

 

Objectives: 

 Help our customers address security risks through a wide range of comprehensive and 

integrated security solutions from our leading technology partners. 

 Help IT security teams at various organizations to have an agile and effective measures to 

control sophisticated and advanced threats. 

 Protect our customer against new threats like phishing attacks, Ransomware and data 

leakage. 

 

Selected Customers Reference: 

 

a) Suez Canal Authority: defining their critical information assets and services, supporting 

them in designing & implementing the optimum security control as well as building their 

SOC (Security Operation Center) to meet their strategic plans in growth and automation.   

b) Azhar Chiefdom: protecting their internal infrastructure and DC as well as their employees 

by providing them with best technology that fit their environment.  

c) Ministry of Finance: building their SOC and enhancing their internal security control to be 

aligned with their strategic plans.  

d) General Authority for Atomic Energy: upgrading their IT infrastructure, building a secured 

communication between their sites, protecting their internal datacenter, ensuring the 

security of their published portal and applications and protecting internal users against 

threats and targeted attacks. 

e) ADES Advanced Energy Systems: protecting its Network from any unauthorized access as 

well as ensuring the compliance and safety while enforcing their policies at all devices and 

end-points accessing the network.  

f) Bibliotheca Alexandria: protecting its datacenter and applications from cyber-attacks and 

unauthorized access. 

g) Aswan Heart Center:  protecting its information assets, datacenter applications and users 

from targeted attacks and malwares.  

Benefits: 

 Speeding up our customers’ digital transformation journey. 

 Reinforcing security measurements to expand working from home capabilities.   

Vendors 

Cisco, Fortinet, TrendMicro, F5 

 


